E-GÜVENLİK SWOT ANALİZİ

**GÜÇLÜ YÖNLER**

 Yeniliklere açık, işbirlikçi, değişen teknolojiye uyum sağlayan, meraklı, genç ve dinamik bir okul kadrosunun olması

Güvenli internet kullanımı konusunda yeterli bilgiye sahip öğrenci - öğretmen – veli profilinin olması Okulumuzun Güvenli İnternet Kullanımı konusunu fazlasıyla önemseyen ve gerekli önlemleri alan bir kurum olması Yönetici – öğretmen – öğrenci ve veliler arasındaki iletişimin kuvvetli olması

 Akademik çalışmayı teşvik edici, yapıcı ve yönlendirici bir yönetim anlayışının olması Öğrencilerin ve velilerin ihtiyaç duydukları her anda kolayca okula ulaşabiliyor olmaları Milli eğitim bakanlığının tarafımıza tahsis etmiş olduğu filtreli (korumalı) internet ağından faydalanmamız Okulumuzda EBA destek noktası bulunması Okulumuzun web sitesinde e-güvenliğin en üst seviyede sağlanması Okulda kullanılan dökümanların dijital araçlar içerisinde (usb bellek vb.) korumalı olarak saklanması

**FIRSATLAR** Online platformlara ilginin artması bazı durumlarda zorunlu hale gelmesi böylece e-güvenlik konularının ön plana çıkması Okulumuz tarafından Eco-School projelerinin yürütülüyor olması Ulusal ve Uluslararası E-Twinning Projelerinin yürütülmesi Okulumuzun E-Safety Label kapsamında etiket çalışmalarının yürütülmesi Covid-19 süreci sebebiyle öğretmenlerin web 2 araçlarını ve diğer dijital platformları kullanmak zorunda kalması ve böylelikle e-güvenlik kurallarını daha iyi öğrenme çabaları MEBBİS üzerinden öğretmenler için açılan uzaktan eğitim kurslarının teknoloji kullanımına yönelik artırılması ve faydalandırılması. e-Twinning uzaktan eğitim ve egüvenlik eğitimlerinin açılması.

**TEHDİTLER** e Güvenlik kuralları uyulduğu için herhangi bir tehdit yoktur.

 **ZAYIF YÖNLER**

Güvenli internet kullanımı konusunda yeterli bilgilendirme ve uyarılar yapılmasına rağmen bazı velilerin yeterince ilgili davranmaması.